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Piastowski Bank Spétdzielczy
w Janikowie

Klauzula informacyjna administratora danych osobowych

Jak sie do siebie zwracamy?

Kiedy uzywamy zwrotu , Ty”, mamy na mysli kazdg osobe fizyczng, z ktdrg wchodzimy
w interakcje — niezaleznie od tego, czy jeste$ naszym klientem. Moze to obejmowac
m.in. reprezentantow, beneficjentow, uzytkownikow, spadkobiercéw, a takze inne
osoby powigzane z klientami, takie jak matzonkowie czy osoby udzielajgce
zabezpieczen. Pozwolilismy sobie na zwrot bezposredni dla zwiekszenia
przejrzystosci tekstu.

My” to Piastowski Bank Spotdzielczy w Janikowie z siedzibg w Janikowie.

Podstawa prawna informacji

Informacje przygotowaliSmy zgodnie z Rozporzgdzeniem Parlamentu Europejskiego i
Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. (dalej nazywamy je RODO). Twoje
dane podlegajg szczegdlnej ochronie jako dane objete tajemnicg bankowa.

Kto odpowiada za przetwarzanie Twoich danych ?
Jestesmy administratorem Twoich danych.

Jak sie z nami skontaktowac?

Mozesz sie z nami skontaktowac:

. osobiscie w placowkach banku

. poprzez adres poczty elektronicznej: sekretariat@piastowskibs.sgb.pl
. poprzez adres e-doreczenia: AE:PL-82498-96210-ICAVC-24

. telefonicznie: 52 358 39 40 (z telefonéw komorkowych i z zagranicy)

. pisemnie: ul. Przemystowa 4, 88-160 Janikowo

WyznaczyliSmy inspektora ochrony danych. Mozesz z nim sie skontaktowa¢ w sprawie

swoich danych:

. pisemnie: na adres Administratora danych z dopiskiem ,Inspektor Ochrony
Danych”



poprzez adres poczty elektronicznej: iod@piastowskibs.sgb.pl

Dlaczego i na jakiej podstawie przetwarzamy Twoje dane
Twoje dane mozemy przetwarzac, aby:

1.

2.

Prowadzi¢ dziatalnos¢ bankowsg i realizowac ustugi finansowe. Przetwarzamy
dane, gdy zawieramy i realizujemy umowe z Tobg lub z Twoim udziatem, a
takze zanim jg zawrzemy, np. aby rozpatrzy¢ Twoj wniosek.

Podstawa prawna: art. 6 ust. 1 lit. b) RODO.

Wypetiac¢ obowigzki prawne, ktore wynikajg z przepisow prawa, w tym:

e prawa wspoélnotowego (prawa Unii Europejskiej)

e prawa polskiego dotyczgcego bankdéw i sg to m.in. obowigzki:

rachunkowo podatkowe (w tym FATCA i CRS), zwigzane z analizg ryzyka klienta,
w tym identyfikacjg i weryfikacjg, monitorowaniem stosunkéw gospodarczych,
Swiadczeniem ustug ptatniczych, zachowaniem bezpieczenstwa przechowanych
Srodkdw oraz transakciji, a takze dotyczgce wymiany informacji z bazami informaciji
zwigzanymi z oceng zdolnosci i wiarygodnosci kredytowej lub analizg ryzyka
kredytowego.

W zakresie zarzgdzania bankiem przestrzegamy rekomendacji organoéw nadzorczych

,ktore dotyczg sektora bankowego.

3.

4.

Podstawa prawna art. 6 ust. 1 lit. c) RODO.

Podejmowac czynnosci zgodnie z udzielong przez Ciebie zgodg — np. w celach
marketingowych po zakonczeniu Twojej umowy, oceny zdolnosci kredytowej i
analizy ryzyka po wygasnieciu zobowigzania. Twoja zgoda jest rowniez
podstawg na przetwarzanie danych szczegodlnych kategorii, np. dane
biometryczne w procesie zdalnego zawierania umowy oraz dane, ktére dotyczg
zdrowia w ramach funkcjonalnosci Active w SGB Mobile. Kazdg zgode mozesz
wycofa¢ w dowolnym momencie.

Podstawa prawna: art. 6 ust. 1 lit. a) RODO, art. 9 ust. 2 lit. a) RODO.
Realizowac nasze prawnie uzasadnione interesy. Zaliczamy do nich:

. marketing bezposredni naszych produktow i ustug,

. zapewnienie bezpieczenstwa osob (przede wszystkim klientéw oraz
pracownikow) i mienia, w tym w ramach monitoringu wizyjnego,

. realizowanie naszych wewnetrznych celéw administracyjnych, np.

zarzgdzanie relacjami z Tobg, analizowanie portfela kredytowego,
przygotowywanie informaciji zarzadczej, w tym statystyk i raportow,

. wykrywanie i ograniczanie naduzy¢ finansowych zwigzanych z
prowadzong dziatalnoscia bankowa, szczegolnie by zapewnié
bezpieczenstwo pieniedzy naszych klientow,

. dochodzenie lub obrona roszczen lub praw; ten cel obejmuje tez
przetwarzanie przez nas danych zwigzanych z reklamacjami,
postepowaniami polubownymi, ktére mogag by¢ wszczete przeciwko nam
w zwigzku z prowadzong dziatalnoscig bankowa,
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. inne cele, ktore wynikajg z dokumentaciji, ktéra reguluje poszczegolne
produkty i ustugi, z ktérych korzystasz.
Podstawa prawna: art. 6 ust. 1 lit. f) RODO.

Czy masz obowigzek podaé¢ nam swoje dane?

Podanie nam przez Ciebie danych osobowych jest konieczne do zawarcia umowy.
Jest to rowniez konieczne, zebysmy mogli przyjg¢ dokumenty i wykonywac z nimi
dziatania ( np. udzieli¢ petnomocnictwa, ztozy¢ dyspozycje na wypadek smierci)
Przepisy prawa mogg wprowadza¢ wymog podawania danych w okreslonych celach,
ktére bedg opisane (np. ustawa o przeciwdziataniu praniu pieniedzy oraz finansowaniu
terroryzmu przewiduje obowigzek identyfikacji Twojej tozsamosci i jej weryfikacji). Jesli
nie podasz nam swoich danych, nie bedziemy mogli zrealizowaé celdéw, ktére
wymagajg przetwarzania przez nas takich danych, m.in. zawrze¢ z Tobg umowy. Dane
w celu marketingowym podajesz nam dobrowolnie.

Zrédta danych

1. Dane pozyskujemy bezposrednio od Ciebie, gdy wypetniasz wnioski lub
formularze, zawierasz umowy lub wykonujesz inne czynnosci, lub gdy sie z
nami kontaktujesz .

2. Dane pozyskujemy od osob prawnych lub innych podmiotow, ktore
reprezentujesz lub, ktére wskazaty Cie jako osobe do kontaktu bgdz od
podmiotdw, ktorym udzielite$s zgody na ich przekazanie.

3. Z innych dostepnych zrodet, takich jak np.: ksiegi wieczyste, rejestry
przedsiebiorstw, rejestry dtuznikéw, Biuro Informacji Kredytowej S.A., biura
informacji gospodarczej, Rejestr Zastrzezen PESEL, Centralny Rejestr
Beneficjentow Rzeczywistych.

Kategorie przetwarzanych danych
Przetwarzamy:

1. Dane identyfikacyjne i kontaktowe, np.: imie i nazwisko, data i miejsce
urodzenia, numer PESEL, NIP, numery i serie dokumentow tozsamosci, adres
e-mail, numer telefonu, adres zamieszkania/korespondencji. Sprawdzamy, czy
dane sg zgodne z z tymi, ktére otrzymujemy od Ciebie lub wtasciwych rejestrow
( jestedmy uprawnieni do sporzgdzania kopii dokumentow).

2. Dane transakcyjne, np.: numer rachunku bankowego, kwoty wptaty, wyptaty i
przelewy realizowane z rachunku lub na rachunek, termin i miejsce ich
realizacji, identyfikatory transakc;ji.

3. Dane finansowe, np. informacje o sytuacji majgtkowej lub finansowej, dane o
posiadanych aktywach lub pasywach, dane okreslajgce zdolnos¢ i
wiarygodnos¢ kredytowa, dokumenty ksiegowe, historie kredytowa, status
podatkowy, dochdd i inne przychody, wpis do odpowiednich rejestrow,
zalegtosci w sptacie, dane elektronicznych instrumentéw ptatniczych.



4. Dane dotyczgce stanu cywilnego i sytuacji rodzinnej, wyksztatcenia,
wykonywanego zawodu, rowniez o osobach pozostajgcych na utrzymaniu (np.
dzieci) we wspolnym gospodarstwie domowym. Dane takie przetwarzamy , by
wykona¢ umowy, np. kredytowe, dyspozycje na wypadek smierci lub gdy jest to
zwigzane z ustugg oferowang przez nas lub inng czynnoscia (np. Swiadczeniem
spotecznym 800+).

5. Dane o lokalizacji, np. sprawdzamy, gdy ptatnos¢ kartg zostata zlecona w
réznych lokalizacjach, w krétkich odstepach czasu.

Mozemy przetwarza¢ takze dane cyfrowe o Tobie, np. o urzadzeniu z ktérego
korzystasz i o jego oprogramowaniu, dane biometryczne oraz dane dotyczgce zdrowia
( gdy udzielisz nam zgody).

W zwigzku z tym, Ze rejestrujemy naszg komunikacje z Tobg (w tym rozmowy

telefoniczne lub czaty, wideo czaty), mozemy przetwarza¢ takze Twoj gtos lub

wizerunek. Mozemy przetwarzac inne dane, ktére nam przekazesz, o ile nie mozna
ich zakwalifikowa¢ do zadnej z powyzszych grup, a ktore sg przetwarzane w celach.

Ktore opisujemy w tej informac;ji.

Komu mozemy udostepni¢ dane ?

Twoje dane mozemy udostepnic takim odbiorcom, jak:

1. Organy, podmioty i instytucje upowaznione do otrzymania takich danych na
podstawie przepisdéw prawa, np.:
a. Komisja Nadzoru Finansowego,

Generalny Inspektor Informacji Finansowej,

Biuro Informacji Kredytowej S.A.,

Krajowa lzba Rozliczeniowa S.A. i inne izby rozliczeniowe,

. Zwigzek Bankow Polskich.

2. Podmloty, ktérym przekazanie danych jest konieczne dla wykonania okreslonej
czynnosci np. transakcji ptatniczej lub czynnosci dla organizacji kartowych
(m.in. VISA, Mastercard), a takze inne banki, instytucje kredytowe i ptatnicze,
uczestnicy systemow ptatnosci, podmioty, z ktérymi wspétpracujemy w ramach
Swiadczonych ustug finansowych.

3. Podmioty, ktérym dane mogg by¢ przekazane na podstawie Twojej zgody lub
zgodnie z zawartg umowg. Dotyczy to takze podmiotow, ktdre przetwarzajg
dane na nasze zlecenie i na naszg rzecz, np.: podmioty swiadczgce ustugi
informatyczne, prawne, agencyjne, doradcze, pocztowe.
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Przekazywanie danych poza Europejski Obszar Gospodarczy (EOG)
Twoje dane mozemy przekazywaé odbiorcom, ktérzy bedg je przetwarzali w krajach
poza EOG. Bedzie to mozliwe w nastepujgcych sytuacjach:
1. Jezelijest to niezbedne, abysmy wykonali umowe, ktérg zawarliSmy z Tobg, np.
gdy realizujemy przelew zagraniczny na Twoje zlecenie.
2. Gdy uzyskamy na to Twojg zgode.



3. Gdy Komisja Europejska stwierdzi, ze panstwo trzecie lub organizacja
miedzynarodowa zapewniajg odpowiedni stopien ochrony.

4. Gdy zapewnione sg odpowiednie zabezpieczenia np. poprzez zawarcie w
umowie z odbiorcg danych standardowych klauzul ochrony danych przyjetych
przez Komisje Europejska.

Twoje prawa
Mozesz:

1. Uzyska¢ informacje o przetwarzaniu Twoich danych i mie¢ do nich dostep,
uzyskac ich kopie, sprostowac je, a takze zgdac - przypadkach przewidzianych
prawem, abysmy ograniczyli ich przetwarzanie bgdz je usuneli.

2. WniesC sprzeciw wobec przetwarzania danych, gdy jestes w szczegodlnej
sytuacji, a my przetwarzamy, w tym profilujemy dane do celow, ktére wynikajg
z prawnie uzasadnionych interesow. Sprzeciw na przetwarzanie danych w celu
marketingowym jest zawsze przez nas uwzgledniany.

3. Wycofa¢ zgode na przetwarzanie danych w dowolnym momencie, poniewaz
wszystkie zgody wyrazasz dobrowolnie. Mozesz wycofaé wszystkie lub
wybrane zgody. Wycofanie zgody nie wptywa na zgodno$¢ z prawem
przetwarzania, na podstawie Twojej zgody, zanim zostata przez Ciebie
wycofana.

4. Przenies¢ dane, ktére zostaty nam dostarczytes, a ktore my przetwarzamy na
podstawie Twojej zgody lub aby zawrze¢ i wykonywaé umowe.

5. Whnies¢ skarge do organu nadzorczego, ktorym w Polsce jest Prezes Urzedu
Ochrony Danych Osobowych, jesli uznasz, ze przetwarzamy Twoje dane
niezgodnie z RODO.

Zautomatyzowane podejmowanie decyzji i profilowanie

Uzywamy poje¢ : zautomatyzowane przetwarzanie danych oraz profilowanie, ktore
wystepujg w RODO.

Zautomatyzowane przetwarzanie ; to podejmowanie decyzji przy uzyciu Srodkéw
technologicznych bez istotnego udziatu cztowieka. Taka decyzja wywotuje skutki
prawne lub w podobny sposob istotnie wptywa na Twojg sytuacje (tzw. decyzja
automatyczna). Mozemy takze profilowa¢ Twoje dane. Oznacza to, ze mozemy w
zautomatyzowany sposob przetwarza¢ Twoje dane i wykorzystywac¢ je do oceny
niektorych czynnikdw osobowych. W szczegdlnosci do analizy lub prognozy aspektow,
ktére dotyczg efektdw pracy, sytuacji ekonomicznej, osobistych preferencii,
zainteresowan, wiarygodnosci, zachowania, lokalizacji lub przemieszczania sie.
Szczegodty naszych dziatan.

Mozemy podejmowacC decyzje automatyczne i profilowaé Twoje dane. Decyzje
automatyczne opierajg sie o istotne informacje, ktére zalezg od typu czynnosci, ktérg
realizujemy. Mozemy je podejmowaé, by przygotowaé, rozpatrzy¢ wnioski lub
realizowac:



. Procesy kredytowe. Wykorzystujemy informacje, ktére majg wplyw na
wiarygodnos¢ i zdolnos¢ kredytowg oraz analize ryzyka kredytowego.
Oceniamy, czy jestes w stanie spemi¢ swoje zobowigzania finansowe, aby
unikng¢ zaoferowania kredytu, ktory jest dla Ciebie nieodpowiedni. Ryzyko
oceniane jest w punktach (scoring). Decyzja automatyczna bierze pod uwage
obecng i prognozowang sytuacje finansowa. Przetwarzamy dane uzyskujgc
dostep do informacji z zewnetrznych baz, by mie¢ odpowiednie informacje
finansowe(np. BIK). Jezeli masz z nami relacje to tgczymy zewnetrzne
informacje z Twojg wewnetrzng historig produktowa. Jezeli analiza w Twojej
sprawie wykaze, ze ryzyko jest zbyt wysokie, decyzja automatyczna bedzie
negatywna. Wynik analizy kredytowej moze takze by¢ niezbedny dla
przygotowania oferty marketingowej. Jesli Twoj scoring nie bedzie wedtug nas,
spetniat wymogow minimalnych, nie przedstawimy Ci informacji handlowe;j.

. Dziatania marketingowe. W oparciu o historie relacji z Tobg(w tym Twoje dane
finansowe i transakcyjne), mozemy profilowa¢ Twoje dane , by przestawia¢ Ci
zindywidualizowang oferte produktéw i ustug. W tym przypadku nie bedziemy
podejmowac decyzji automatycznej w rozumieniu RODO.

. Obowigzki, ktére wynikajg z przepiséw prawa, w tym wykonywanie obowigzkéw
dotyczacych przeciwdziatania praniu pieniedzy oraz finansowaniu terroryzmu.
Mamy obowigzek przeciwdziata¢ wykorzystywaniu naszej dziatalnosci do
celow, ktére majg zwigzek z tymi przestepstwami i stosowaé sSrodki
bezpieczenstwa finansowego. W zwigzku z tym analizujemy nietypowe
transakcje, w tym te, ktére ze wzgledu na swdj charakter skutkujg stosunkowo
wysokim ryzykiem oszustwa, prania pieniedzy lub finansowania terroryzmu.
Jesli bedziemy mie¢ podejrzenie, ze dana transakcja jest zwigzana z praniem
pieniedzy lub finansowaniem terroryzmu, mamy obowigzek podjecia
odpowiednich dziatah. Mozemy wtedy odmdwi¢ wykonania transakcji lub
zgtosi¢ jg do witasciwych organdéw. W konsekwencji takiej oceny mozemy jg
takze automatycznie zakwalifikowaé do grupy ryzyka. Kwalifikacja do grupy
nieakceptowanego ryzyka moze skutkowac blokadg i nienawigzaniem relaciji.

. Okreslone ustugi bankowe. Warunki okreslamy za kazdym razem w
dokumentach, ktore dotyczg danej ustugi, np. umowie, regulaminie czy
zasadach $wiadczenia tej ustugi. W efekcie decyzji automatycznej zgadzamy
sie albo nie zgadzamy sie $wiadczy¢ Ci ustuge, albo podejmujemy inng
decyzje. Analizujemy okolicznosci zwigzane z transakcjami jak np. nietypowe
miejsce zlecenia transakcji, nietypowe rodzaje zlecen, nietypowe a zarazem
zbyt wysokie kwoty. Skutkiem decyzji moze by¢ zawieszenie lub odmowa
wykonania transakcji o czym zostaniesz poinformowany.

. Obowigzki prawne ktére dotyczgc metod i modeli statystycznych. Obejmujg one
takze metody i modele kredytowe , by wyliczy¢ ryzyka. Dzieki temu mozemy
oceni¢ nasze ryzyko oraz zakres odpowiednich kapitatéw lub wspétczynnikéw
finansowych, ktory mamy obowigzek utrzymacé. Metody i modele mogg nie
obejmowac Twoich danych, ale ich utworzenie moze ich wymagac , poniewaz
muszg by¢ one wiarygodne.



Masz prawo, by wyraziC swojego stanowisko oraz zakwestionowaC decyzje
automatyczng. Jesli to zrobisz, to znaczy, ze sie do niej odwotujesz. Odwotanie
mozesz ztozyC tak jak reklamacje w konkretnej sprawie.

Jak diugo bedziemy przetwarzaé Twoje dane?

Okres przetwarzania Twoich danych zalezy od podstaw i celu, w jakim sg
przetwarzane. Zasadniczy okres przechowywania danych wynosi 6 lat. Konczy sie z
uptywem ostatniego dnia roku kalendarzowego, chyba, ze przepisy prawa przewidujg
inny okres. Stosujemy nastepujgce zasady:

1.

Jedli zawarlisSmy i realizujemy umowy z Tobg Iub podmiotem, ktory
reprezentujesz — do czasu jej rozwigzania lub wygasniecia, np. spfaty kredytu
lub zamkniecia konta, a nastepnie przez czas wykonywania obowigzkow
prawnych, np. z ustawy o przeciwdziataniu praniu pieniedzy oraz finansowaniu
terroryzmu — przez okres 5 lat liczgc od dnia zakonczenia stosunkow
gospodarczych z klientem.

. Jesli przetwarzamy Twoje dane w zwigzku z prawnie uzasadnionym interesem

— do czasu zgtoszenia skutecznego sprzeciwu wobec przetwarzania Twoich
danych, np. dla celow marketingowych; lub tak dtugo, jak ten interes istnieje,
np. do momentu przedawnienia roszczen wynikajgcych z zawartych umaow.
Jesli przetwarzamy Twoje dane na podstawie Twojej zgody — az wycofasz
Swojg zgode.

Niezaleznie od zasad, ktore opisaliSmy , przyjeliSmy szczegdotowe okresy
przetwarzania danych zwigzane z:

1.

Whioskiem kredytowym - jesli umowa nie doszta do skutku, okres archiwizacji
whniosku wynosi jeden rok od dnia ztozenia wniosku. Chyba, ze przepisy prawa
dla takich danych archiwalnych przewidujg inny okres dla okreslonego celu
przetwarzania lub w okresie pozniejszym, gdy rozpatrujemy Twoje zgdanie
dotyczgce tego wniosku i wynikajgce z przepiséw prawa.

Obliczeniami wspotczynnikow finansowych i kapitatow jakie wykonujemy, w tym
metodami statystycznymi. Zgodnie z prawem bankowym okres przetwarzania
informacji w ramach metod i modeli wynosi 12 lat od dnia wygasniecia
zobowigzania.



